Q1. **Login CSRF.** Why would an attacker want to force a victim to log in under an account the attacker controls?

Q2: **CSRF Defenses.** How might a web application defend itself against CSRF attacks?

Q3: **State in Hidden Forms.** How would you fix the vulnerable shopping cart application?